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CONFIDENTIALITY AGREEMENT

THIS AGREEMENT is made the X day of Y 201Z,

BETWEEN 

(1) UNIVERSITY COLLEGE LONDON SCHOOL OF LIFE & MEDICAL SCIENCES, of Gower Street LONDON WC1E 6BT (hereinafter called “UCL SLMS”) of the one part and 

(2) EXAMPLE COMPANY LIMITED whose registered office address is situated at, 4th Floor, 30 Example Street, London E12 3AB, United Kingdom, (hereinafter called “the COMPANY”) of the other part which expression shall be deemed to include those of its officers and representatives to whom confidential information and personal data is to be disclosed.

WHEREAS

(I)  UCL SLMS (1) wishes to provide confidential information  to the COMPANY (including but not limited to personal and sensitive data, trade secrets and other know how) in order that the Company may evaluate such confidential information for the purpose of providing services to UCL SLMS. 
(2) The parties wish to define their rights with respect to the said confidential information and protect the confidentiality thereof at all times. 

IT IS AGREED AS FOLLOWS:

1. Definitions

1.1 In this agreement the following expressions shall have the following meanings:

Purpose – shall mean the provision of consultancy services by the COMPANY

Confidential Information – shall mean all information or data disclosed, whether in hardcopy, orally or electronic format to the COMPANY by UCL SLMS by whatever means, or by a third party on behalf of another party. For the avoidance of doubt it shall exclude any confidential information that has been disclosed and which is or becomes in the public domain in any way without breach of this AGREEMENT. For the avoidance of doubt personal data and sensitive personal data as defined in the Data Protection Act 1998 are contained in this definition of Confidential Information.
2. Handling of Confidential Information

2.1 The COMPANY undertakes in relation to the UCL SLMS Confidential Information:

2.1.1 To maintain the same in confidence and to use it only for the Purpose and no other purposes and in particular:

· Not to make any commercial use thereof; and

· Not to make use of the same for benefit of the COMPANY, or of any third party unless UCL SLMS have entered into a legally binding agreement with said third party.
2.1.2 Not to copy in whole or in part thereof except as may be reasonably necessary for the Purpose and that any copies made shall be the property of UCL SLMS;
2.1.3 Not to disclose the same to officers or representatives of the COMPANY except in confidence for those who need to know to discharge their duties in respect of the Purpose and that:

· Such officers or representatives of the COMPANY are obliged by their contracts of employment or service not to disclose the same; and

· The COMPANY shall enforce such obligations at its expense and at the request of UCL SLMS insofar as breach thereof relates to the disclosing of UCL SLMS’s Confidential Information. In the event that Personal Data or Sensitive Personal Data are involved the COMPANY should as a minimum provide additional training to their officers or representatives, take appropriate disciplinary action and as required by the Data Protection Act 1998, and at the request of UCL SLMS,  shall redeploy the officers or representatives to duties that will not involve the processing of Personal Data or Sensitive Personal Data.
2.1.4 To be responsible for the performance of clauses 2.1.1, 2.1.2 and 2.1.3 above on the part of officers or representatives to whom the same is disclosed pursuant to clause 2.1.3 above; and

2.1.5 To apply thereto no lesser security measures and degree of care than those contained within the UCL SLMS Information Governance Policy and UCL Information Security Policy. For the avoidance of doubt the Company will take all necessary and reasonable actions to provide adequate protection of such information from unauthorised disclosure, copying or use. Furthermore the Company is expected to provide all reasonable assistance as requested by UCL SLMS should the officers or representatives of the Company be involved in, or be the subject of  a Freedom of Information request. On a similar basis the Company is expected to provide every reasonable assistance should it or its officers and representatives be involved in a Data Subject Access Request or receive any notice under the Data Protection Act 1998, on behalf of UCL SLMS.
3. Return of Confidential Information

3.1 The Company shall:

3.1.1 Within one month of completion of the Purpose, or receipt of a written request from UCL SLMS, return all documents and materials that contain UCL SLMS Confidential Information and certify in writing to UCL SLMS that it has complied with the requirements of this clause; and
3.1.2 Notwithstanding completion of the Purpose or return of the documents and materials as mentioned above, the COMPANY will continue in, perpetuity to be bound by the obligations set out in Clause 2 above.

4. Incident Management

The Company is under a legal obligation to advise all known and potential information security incidents to UCL SLMS without any undue delay. The COMPANY shall follow the UCL SLMS Incident Management Policy in reporting such aforesaid incidents. 

5. Disclaimer and Warranty

5.1 Each party reserves all rights in its Confidential Information and no rights other than those expressly contained herein are granted, or to be implied from this Agreement. In particular, no licence is granted directly or indirectly by whatsoever means by either party.
5.2 The COMPANY warrants its right to disclose its Confidential Information to UCL SLMS and to authorise UCL SLMS to use the same for the Purpose.

6. Confidentiality

Each party agrees to keep the existence and nature of this Agreement confidential and not to use the name of UCL SLMS or the COMPANY in any publicity, advertisement or other disclosure without the prior written consent of the other party.

7. Notices

All notices under this Agreement shall be in writing and may be sent using facsimile, first class post, registered or recorded delivery post or a courier service that requires signature upon receipt to the party being served at its address specified above or at such address of which such party shall have given prior notice and marked for the attention of that party’s signatory to this Agreement. The date of service shall be deemed to be the business day following the day on which the notice was transmitted or posted as the case may be.
8. Termination

This Agreement shall continue in force from the date hereof until terminated by mutual consent or by breach. For the avoidance of doubt the provisions of Clauses 1, 2 and 3 survive in perpetuity.
9. Non Assignment

This agreement or any of its obligations shall not be assigned without the prior written consent of the other parties.
10. Entire Agreement, Governing Law and Jurisdiction
This Agreement constitutes the entire Agreement and understanding between the parties in respect of Confidential Information. This Agreement cannot be changed except by written agreement between the parties. The interpretation of this Agreement shall be in accordance with the laws of England and the parties hereby submit to the jurisdiction of the English Courts. 
IN WITNESS WHEREOF each of the parties have executed this agreement the day and year first above written

………………………………………………………………………………
Signed for and on behalf of the Company
…………......................................……………………………………........

Signed for and on behalf of the study’s Information Asset Owner / PI
Signed for and on behalf of UCL SLMS
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