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Application for inclusion of a research project

All research projects using personal data must be registered with the UCL Data Protection Registration Service before the data is collected.  This includes projects approved by the Joint Research Office (a partnership between University College London, UCL Hospitals NHS Foundation Trust and the Royal Free Hampstead NHS Trust).
UCL is required by law to comply with the Data Protection Act,1998. UCL, is the Data Controller under the Act, and the Council, as the governing body, is ultimately responsible for implementation. However, students who are intending to process personal data for research purposes where they are the Data Controller, are responsible for any processing under the Act, and UCL is not responsible for any processing of personal data where it is not the Data Controller.
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Before completing this form, please refer to our research and data protection website.
All sections must be completed before submitting this form to the data protection team.
	A. APPLICATION DETAILS

	A1.
	Project title:
	

	a.
	Proposed start date:
	 Proposed end date:

	B. PRINCIPAL INVESTIGATOR (S)

	B1.
	Principal Investigator (PI):
(Please note that a student – undergraduate, postgraduate or research postgraduate cannot be the PI for Ethics purposes). 
	

	a.
	Full Name:
	

	b.
	Position held:
	

	c.
	School:
	

	d.
	Faculty:
	

	e.
	Department:
	

	f.
	Email:
	 Telephone:

	C. DATA COLLECTOR (S)

	C1.
	 Data Collector(s) Details (if Applicant is not the PI e.g. student details):
	

	a.
	Full Name:
	

	b.
	Position held:
	

	c.
	School:
	

	d.
	Faculty:
	

	g.
	Department:
	

	h.
	Email:
	 Telephone:


	D. DETAILS OF THE PROJECT

	Please provide a brief summary of the project, including an explanation of the aims, design, methodology and plans for 

analysis that you propose to use.


	E. DETAILS OF PARTICIPANTS

	Please provide details of the potential participants for this project, including how they will be selected and recruited.


	F. DETAILS OF THE DATA BEING PROCESSED

	Please describe the details of the personal data that is being collected, including the methods of data collection and analysis.


	G. SHARING (DISCLOSURE)

	Please describe how the outcomes of the research will be disseminated (for example provide an explanation as to where, and how, will the results be published, or other mechanisms you will be using to share the potential participants personal data). 



	H. CONSENT

	Consent requirements for research projects can vary widely. Whether you are intending to use a consent form, information sheet, or verbally, it is recommended to assure compliance with the Data Protection Act and with ethical requirements.
Please include the information sheet and consent forms you will be using for this project, and or protocol. If you are not including an information sheet and consent form, please explain how the consent will be recorded?


	I. DATA STORAGE

	Please describe the arrangements you will make for the security of the data, including how and where it will be stored. i.e. UCL network, *encrypted USB stick, *encrypted laptop etc.

*Advanced Encryption Standard 256 bit encryption which has been made a security standard within the NHS)
Data Safe Haven – Identifiable Data Handling Solution            
Will the personal identifiable data collected and processed as part of this research be stored in the UCL Data Safe Haven (mainly used by SLMS divisions, institutes & departments)? 

YES/NO
**If no please ensure that you have explained how you will ensure that the data is held securely?

Further information on the Data Safe Haven service is available at:http://www.ucl.ac.uk/isd/itforslms/services/handling-sens-data/tech-soln


	J. INTERNATIONAL TRANSFER

	Will identifiable data be transferred outside the UK as part of this study? YES / NO
The eighth principle of the Data Protection Act 1998 prohibits the transfer of personal data to countries or territories outside the European Economic Area (which consists of the 27 EU member states, Iceland, Liechtenstein and Norway).

At the time of writing the following countries have also been deemed adequate for the purposes of the 8th principle Andorra, Argentina, Canada, Faroe Islands, Guernsey, Isle of Man, Israel, Jersey, New Zealand, Switzerland and Uruguay.

The Data Protection Officer has produced guidance on the transfer of data overseas and particular to the United States. This is available from the Data Protection webpages at:https://www.ucl.ac.uk/finance/legal/dp-data-transfer 

If you intend to transfer data to a country not mentioned above, please supply details of adequate safeguards below:
Use of cloud computing, or the transfer of personal data to other orgainsations providing a specific service e.g. transcriptions services.
If you are intending to use, or are considering using a cloud service (defined as access to computing resources, on demand, via network), or plan on using a third party orgainsation to deliver a service that will involve the transfer of personal data, you should ensure that there is an agreement in place which provides adequate levels of protection so that UCL can meets its obligations and protects the rights of the participants involved. 
Please supply further details below, or seek advice by contacting the UCL Data Protection team data-protection@ucl.ac.uk.


	K. NOTIFICATION

	(Please note that notification is a prerequisite for registration)

Have you informed your department's Data Protection Coordinator about your project? YES/NO


	L. ETHICS

	If you are seeking ethics approval for your research, please provide the relevant project ID Number below.
Any questions regarding ethical approval should be directed to the relevant Ethics Committee or Governance Administrator.
L1.
UCL Ethics Project ID Number: 
a.
Joint Research Office Project ID Number:
b.
Other Project ID Number:
If you are not seeking ethical approval for your project, please explain why below:


	M. CHECKLIST

	Please submit your application form together with the appropriate supporting documentation that may be applicable from the list below.

	M1.
	Documents to be included with the application form
	 Yes if attached. No if not relevant

	a.
	Participant information sheet (s)
	

	b.
	Participant consent form (s)
	

	c.
	Parent/guardian information sheet (s) and consent form (s) for research involving participants under the age of 18
	

	d.
	Questionnaire 
	

	g.
	Advertisement of project
	

	h.
	Other interview format (s)
	

	i.
	Other documentation being used to invite/inform participants about the research
	


Approval We may have some questions about the information you provide, but you will normally be provided with a registration number within 5 working days of submitting the form. However, the period leading up to meetings of the Ethics Committee is always very busy, and you should allow more time for your application to be processed. It is therefore very important to check in good time whether you need to register your project.

Please note that Data Protection Registration numbers will NOT be issued when you submit an application form in person to the Data Protection Team.

Submit this form electronically and send to research.data-protection@ucl.ac.uk together with supporting documentation that you are intending to use. Please include ‘Data Protection Registration’ in the subject field.
This form will be returned to you with the appropriate registration number, which you may quote on your Ethics Application Form, or any other related forms.
	Data Protection Registration (Office use only)

	UCL Data Protection Registration Number
	 Date issued
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